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Who We Are

• An industry liaison group dedicated to enhancing the vitality and 
security of cyberspace

• A non-profit, 501(c)(6) organization comprised of leading technology 
innovators, professional services firms, and systems integrators

• A vehicle for the public sector to constructively engage business 
executives and technical experts to address cyber challenges related 
to security, policy, technology, analysis, and training

• Celebrating our 10th year of operations
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What We Do 

• Provide a non-attribution environment and 
conflict-free mechanism for the public sector 
to access the expertise of industry

• Moderate roundtable discussions led by 
government officials to discuss the discrete 
cyber challenges they face

• Conduct – in coordination with government 
partners – voluntary member-led projects 
that deliver solutions to those specific 
government challenges
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How We Operate

• Non-profit entity funded by member dues
• No government funding
• No lobbying activities
• Focused, tailored, impactful projects
• Accessible across Federal, State, and local 

governments
• Programs shaped by member objectives and 

interests
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Why Members Join and Participate

Members actively contribute to roundtables and reports to:
• Improve the Nation’s cyber posture
– Bring management and technical expertise

to bear on major issues that impact our 
security and economy

• Gain insights on trends in the cyber 
community
– Identify national priorities and collaborative opportunities

• Have an outsized impact
– In an intimate and focused setting, shape solutions to challenges that cut 

across specific programs and corporate objectives
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Federal Partners

Previous engagements have involved:
• National Security Agency (NSA)
• Office of the Director of National Intelligence (ODNI)
• Department of Homeland Security (DHS)
• US Cyber Command (USCYBERCOM)
• Department of Defense (DoD)
• Defense Information Systems Agency (DISA)
• National Counterterrorism Center
• National Institute of Standards and Technology (NIST)
• Federal Bureau of Investigation (FBI)
• United States Secret Service
• Federal Communications Commission (FCC)
• National Aeronautics & Space Administration (NASA)
• Congress
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Examples of Engagements 2017

Continuous Diagnostics and 
Mitigation/Cyber Insurance Panel
• DHS, Industry Risk Management & 

Insurance Risk Consultant

Naval Air Systems Command Cyber 
Warfare Detachment
• Director - Controls Applicability 

Assessment 

Small Business and Cyber Panel
• DoD, Cyber Command & DHS S&T

National Institute of Standards and 
Technology
• NIST Fellow - NIST SP 800-160

United States Cyber Command
• Deputy Director for Outreach, 

Capabilities Development Group 

George Mason University
• Professor & Associate Dir Cyber Security 

program; former CTO, DHS Office of 
Cybersecurity and Communications- IOT
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Contact Information

For more information, please contact:

Barbara George, Ph.D.
Executive Director
barbara.george@washingtoncyber.org

Kaitlin Bulavinetz
Managing Director
bulavinetz@washingtoncyber.org

Christian Faust
Principle Strategist
faust@washingtoncyber.org
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